IMPLANTACIÓN DE SISTEMAS OPERATIVOS

**1** Ejecuta **regedit** como administrador y modifica manualmente el registro para que el usuario Cobaya, no tenga acceso a ninguna de las unidades conectadas al equipo.

Clave HKEY\_CURRENT\_USER\Software\Microsoft\Windows\CurrentVersion\Policies\Explorer

Crea una variable DWORD llamada **NoViewOnDrive**

**Ver valores en cuadro**

Cada vez que el usuario intenta conectarse a una unidad, obtendrá un mensaje indicándole que esa unidad tiene una restricción administrativa.

**2** En la misma clave mencionada en el ejercicio anterior, crea una variable DWORD llamada **NoDrives** con el valor decimal 67108863. Esta acción impide al usuario ver las unidades conectadas al equipo.

**3** Crea un fichero inf que sea capaz de impedir el acceso a las unidades y su visualización, al usuario actual. Pruébalo con Cobaya. Modifica el fichero inf para eliminar estas restricciones y salva como AcitivarUnidades.inf

Como dato del valor escribe una de los siguientes valores hexadecimales:

* Restringir todas las unidades:3ffffff.
* Restringir las unidades A y B: 3.
* Restringir la unidad C: 4.
* Restringir la unidad D: 8.
* Restringir las unidades A, B y C: 7.
* Restringir las unidades A, B, C y D: f.
* No restringir unidades: 0.

Valores en decimal

A: 1, B: 2, C: 4, D: 8, E: 16, F: 32, G: 64, H: 128, I: 256, J: 512, K: 1024, L: 2048, M: 4096, N: 8192, O: 16384, P: 32768, Q: 65536, R: 131072, S: 262144, T: 524288, U: 1048576, V: 2097152, W: 4194304, X: 8388608, Y: 16777216, Z: 33554432, TODAS: 67108863

Si decidieras restringir, a un usuario, el acceso a C, podrá ver ficheros desde cmd.